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IMPORT NOTICE

This document (the “Whitepaper”) has been prepared by DeepCloud AI. This notice is intended 
for all readers who view or access the Whitepaper, regardless of the communication channel or 
platform. The Whitepaper is strictly for information purposes only, and shall not, under any 
circumstances, be treated as an o�er of securities or an invitation to participate in any regulated 
investment scheme, howsoever defined in any jurisdiction around the world. In addition, none of 
the information contained herein is intended to form the basis of any advice or inducement to 
engage in any sort of investment activity.

You are strongly encouraged to read the entire Whitepaper, particularly the section entitled 
“Risks and Disclaimers”, and familiarize yourself with all the information set out below. 
Please seek independent advice from your professional advisors, including lawyers, financial 
advisors and tax accountants, if you have any issues, uncertainties or doubts as to any of the 
matters presented in the Whitepaper.
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PAGE04ABSTRACT

DeepCloudAI is building an AI-driven decentralized cloud computing platform for running 
decentralized applications, specifically what we would consider IoT and Web 3.0 dApps. We 
believe that these are not just trends in the making, and are preparing technologies that will 
support both existing and upcoming use cases for technology. Our platform will provide a fully 
functional marketplace for computing and storage resources for companies and individuals - 
enabling them to share their excess capacity via our decentralized cloud.

More importantly, instead of leaving it up to users to perform p2p matching of the resource 
transactions, we are applying our expertise in AI technologies to create a Matching Engine that 
will easily and smoothly pair these resources for application developers. Applications will execute 
in a secure sandbox on the peer-to-peer resources, with transactions managed on the blockchain 
via automated smart contracts.

Our application marketplace for developers with pre-validated applications will speed up 
development of end-to-end solutions. We believe that our vision to democratize cloud computing 
and level the playing field for both resource providers and application developers will become one 
of the pillars of the next generation of internet technologies.

Stay tuned to our project as we will be releasing more details, especially technical 
implementations and our Minimum Viable Product (MVP) before our crowdsale.

“Our mission is to democratize cloud computing and level the playing field for 
cloud resource providers and application developers"
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DeepCloud AI aims to provide an AI-driven decentralized cloud platform for running decentral-
ized IoT and Web 3.0 applications.

While the cloud industry is already very mature with large players like AWS, Google Cloud and 
Azure, their cloud infrastructure is geared towards centralized applications where key resources 
are running in large centralized data centers. These solutions are not suitable for building 
decentralized peer-to-peer and IoT applications which have the requirement for computation 
resources running close to the edge devices for processing the growing volume of data 
generated at the edge, or a cost-e­ective, solutions for payment flow for micro-transactions 
executed automatically by the p2p IoT devices as they interact with each other and automate 
common tasks.

Similar problems exist for solutions involving complex multi-party integration across 
organizations for example in supply chains, government institutions, financial institutions. 
Current systems rely heavily on high cost intermediaries and proprietary interfaces which are 
very costly to build and maintain making it di�cult for smaller players and companies to enter 
into market.

Many aggregation platforms like Airbnb, Uber etc. have emerged in recent years, with promise for 
a shared economy with sharing of wealth with the crowd but have soon evolved into centralized 
behemoths taking large cut and fees (often 30% or higher) for these aggregated services.
Blockchain, the underlying technology behind Bitcoin, has emerged as a new disruptive platform 
to tackle these problems, ushering in a new era of “Internet of Value” vs the “Internet of 
Information”. It is democratizing the internet and leveling the playing field for consumers and 
business to operate in an increasingly global marketplace.

DeepCloud AI will democratize the playing field [1] for cloud infrastructure and open-up the 
market for resource provides and application developers to run and deploy their decentralized 
applications in a cost-e­ective manner. Like Golem, SONM, iExec, we are building a 
decentralized cloud platform, and betting on blockchain based cloud solution as the future for 
decentralized applications. Our core di­erentiator is the use of AI for doing the resource 
matching between the network resource providers and application developers. Further, with the 
extensive industry knowledge and expertise of building Enterprise solutions, our core team, 
brings to the table deep insights and know-how for Enterprise customers.
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Figure 1: DeepCloud AI Platform – Decentralized cloud for IoT and dApps

Enterprise 
Resource Provider
(shared compute)

Security
Engine

Resource 
Scheduler

AI Matching
Engine

Monitoring 
Engine

Admin
App



© 2018 DeepCloud AI, All Rights Reserved.  This document is proprietary and confidential.

PAGE 06MARKET ANALYSIS

Cloud platforms are enabling complex business models and orchestration of larger globally 
integrated networks surpassing all prior predictions by analysts. Leading market research 
organizations are revising their estimates for cloud usage/growth as they see more utility for new 
applications, along with higher than expected adoption by mid-tier and small and medium 
enterprises (SME).

Gartner's prediction for Cloud Computing Market [2] expects an increase for Infrastructure as a 
Service (IaaS) from 36.6 percent in 2017 to reach $34.7 billion by 2020. Per Gartner, IaaS is the 
highest revenue generating area in cloud computing space.

DeepCloud AI is exploring the new market of decentralized solutions by o�ering users a 
blockchain-based decentralized cloud service option. With the rise of Blockchain, Internet of 
Things (IoT) and AI at the Edge, we envision a great future ahead. And leveraging Artificial 
Intelligence (AI) for resource management allows DeepCloud AI to o�er a revolutionary cloud 
infrastructure for decentralized applications.

Figure 2: Cloud Computing Market
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The DeepCloud AI Platform is a decentralized IaaS Cloud provider with following services:

DeepCloud AI’s Business Model is based on a two-sided marketplace, with “Network Resource
Providers” on one side providing the compute and storage resources for decentralized 
applications, and “Decentralized Application Developers (IoT, dApp)” consuming the resources for 
running their applications.

DeepCloud AI relies on the Network Resource Providers and Application Marketplace providers 
for the services that it o�ers on the cloud. DeepCloud AI’s Core Platform controller manages the 
resources and has the AI Matching engine for matching the Network Resource Providers and the 
Application developers.

 Network Resource Providers: People who provide resources to the network and earn DEEP 
 tokens. A Network Contributor can share storage, specific computation power based on the 
 node configuration in the network contributor’s dashboard, and configure nodes in the 
 network based on the resources they are sharing.

Figure 3: DeepCloud AI Platform Services
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Network Users (ie application Developers): Users relying on the on-demand services for 
running their decentralized applications in the distributed network. Every Network User in 
the platform can customize user-services for their applications (like data replication, 
streaming, encrypting, or computation power, hashing) through their user dashboard. In 
addition, users can select dApps from the predefined applications from the Application 
Marketplace. Based on these specifications, a specific gossip protocol will serve this 
application. This includes:
 o IoT Developers
  ▪ Businesses requiring decentralized compute resource close to IoT devices for 
     local processing of data
  ▪ Developers o�ering such IoT application services
  ▪ IoT apps that require payment flow, micro-transactions
 o Web3.0 dApp Developers
  ▪ Seeking scalable blockchain
  ▪ Deterministic Fast Finality of Transactions

Developer Community: Provides open source tools for the IoT and DApp application 
developers. Some of these tools are provided by DeepCloud AI itself, other’s will be 
contributed by the broader community.

DeepCloud AI is based on Proof of Service (PoSe). Masternodes for each cluster schedule tasks 
between nodes in the same cluster and arrange tasks dependency and execution time between 
nodes. Master nodes works as the brain of the network. They have complete visibility into all 
resources in the network. And using DeepCloud AI’s AI Matching Engine the controller, dynamical-
ly configures and assigns the resources based on real-time analysis. Any consensus in the network 
would be through master nodes (i.e. Measuring network states, network tra�c balance). If any net-
work cluster requires additional resources, the allocations would be handled through consensus 
between master nodes. More details of our Masternode implementation can be found in Technolo-
gy View Section.

4.1 Consensus Mechanism and Masternodes

A Matchmaking algorithm is a necessity for any distributed system, as decentralized applications 
require many resources close to the source. DeepCloud AI’s AI Matching algorithm is based on 
several parameters including information from network user requests, location of usage, network 
contributors’ states in master nodes. Each masternode will classify network contributors into clus-
ters based on services. Every request will be handled based on the service, network states, and 
consensus between masternodes. 

We follow predictive and reactive strategies. Reactive approaches measure the current system’s 
state (i.e. the current transactions). And predictive approaches aim to predict the future behavior 
of the system based on the historical dataset. We apply statistical and AI models as predictive 
strategies. Most of these algorithms utilize Regression, SVM, and statistical time-series tech-
niques such as ARIMA. We define the problem of predicting the resource usage for a given task to 
be provisioned. Several components are integrated with the model (i.e. scoring, task dependency, 
task cost). These are then compared to models suitable for classification using techniques like 
Bayesian classification.

4.2 AI Matchmaking and Controllers
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Each node (network contributor) has a state in the network. The controller assign each request 
(network users) to the nodes. Some requests may have more complexity to run over the network; 
controller allocate these requests to run on sidechain, or master nodes. In addition, adjusting the 
scheduling between tasks to make sure that there is no dependency between the current tasks. 
The controller saves results, make sure that every request run on the right cluster, work on real 
time request matching. More details about matching, recommendation in the technical section.

The AI Controller will analyze every transaction in the network and its e­ect on the network (e.g.
latency, task discarding). From these deep insights, the AI Controllers builds strategies for 
di­erent usage scenarios. We use deep learning algorithms like RNN, CNN to analyze these 
scenarios along with Reinforcement Learning for a continuous learning feedback loop, with the 
main target to understand transaction behavior, work load patterns and remedy the bottlenecks 
in the system.
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At DeepCloud AI our focus is on building decentralized cloud for decentralized IoT (Internet of 
Things) and dApps, which lend themselves to running in a decentralized environment.

IoT applications require edge computing close to the source, something vastly di�erent from 
today’s cloud computing paradigm which has a bigger focus on scaling the service or o�ering 
consistency. Like the case of specific license plate detection for tracking a criminal using the video 
camera on tra­c lights as they are running in a high-speed chase. Such use cases are better 
handled by doing computation and detection at the edge and only sending the compressed 
insights back to the central servers, instead of flooding the networks with live video streams which 
can choke the entire neighborhood network. We enable resource providers close to the edge, such 
as retail shopping malls or apartment complex residents, to share excess capacity of their 
computer resources on the decentralized cloud, close to the city tra­c lights, making it possible 
to do these local computations close to the source and enable such use cases. With our AI 
matching engine, we match the right resources to the right applications based on real-time 
analytics of the data across the network. 

Other big problem for IoT and dApps is micropayment solution that is cost e�ective and viable to
manage the machine-to-machine and peer-to-peer automated transactions on the shared 
blockchain infrastructure. Using our Sidechains and Decentralized Acyclic Graph layer on top of 
the existing blockchain we provide a mechanism for faster transactions with zero fees for 
transactions.

The lack of good marketplaces for reusable components and tools is also directly addressed by 
our Application Marketplace, where we provide a pre-validated set of reusable applications and
components that dApp developers can use to quickly build their applications.

With DeepCloud AI, we are unlocking the potential of the decentralized application developers so 
that they can focus on building the core logic for their applications and leave the management of 
the infrastructure and right tools and components to us.

A wide range of use cases can be addressed using our platform. These include:

For IoT applications with 
security and data 
privacy concerns, by 
running decentralized AI 
algorithms close to the 
edge devices 
themselves, one can 
generate the 
compressed insights on 
DeepCloud AI resources. 
This provides 
mechanism for IoT 
device consumer’s to 
monetize their own data 
with all the transactions 
and encryption of the 
data and the algorithms 
via the blockchain.

Enterprises and shipping 
companies with complex 
supply chain tracking 
challenges, can run and 
deploy their blockchain 
based applications on 
DeepCloud AI fabric for 
tracking all the 
transactions with full
audit trail, secure and 
tamper-proof.

Service providers like 
TV/Cable companies can 
rely on DeepCloud AI’s 
decentralized cloud 
fabric for ondemand
decentralized services, 
such as local caching of 
media streams during 
Football season or 
largeaudience events 
like the Olympics.

IoT and AI @ Edge 
scenarios for smart 
cities, so that local 
governments can focus 
on building the core
infrastructure and rely 
on DeepCloud AI’s 
resources close to the 
edge for running and 
deploying their 
applications.

5.1 Use Cases
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Businesses:
No easy way of monetizing excess spare 
capacity of hardware resources (compute, 
storage, networking), without spinning up own 
cloud like infrastructure.

Can participate in Spot Market for spare AWS
resources, but not outside this walled garden.

Individuals:
Can participate on Altruistic Grid computing
solution like SETI@Home, but not for profit 
making.

Can participate in Bitcoin / Cryptocurrency 
mining, but very energy ine�cient and resource 
consuming with no real computational benefit.

Generate revenue from spare excess 
capacity of compute/storage/networking 
resources, by participating as “Network 
Resource Provider”

DeepCloud AI’s AI-based resource 
matching does proper matching for 
resources for Network Resource Providers 
and Consumers, close to the location of 
use.

DeepCloud AI Secure Execution solution,
combined with the Market Reputation 
based system, provides right incentives for 
application developers to prevent running 
malicious code.

Provide peace of mind for businesses and
individuals from malicious apps / hackers.

5.2 Value-Prop for Network Resource Providers

Customer Pain Points DeepCloud AI Value Proposition
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IoT Developers:
For Decentralized IoT apps requiring heavy
compute requirements, need complex
infrastructure rollout at each point of use /
device deployment. Cost prohibitive and big
barrier for deployment of such data 
intensive IoT
applications.

All data must be sent to central cloud /
datacenter for processing, requiring heavy
network bandwidth, thereby limiting the
deployment scope.

Too costly to do microtransactions on 
existing payment gateways for IoT use 
cases. Similar issues for micro-transactions 
on public blockchains like Bitcoin, Ethereum, 
were the “gas” for writing transactions per 
block is much higher than the 
microtransaction itself, plus the delays in 
finality of the block validation make is
unusable for many use cases.

No transparency and easy way of running 
audit trail for resource usage and billing. 

Web3.0 DApp Developers:
Public blockchains Bitcoin / Ethereum not
scalable, take too long for blocks to write 
and finalize. No easy mechanism for doing 
o�-chain computation or pairing complex 
logic with smart contracts. 

Have to build and deploy complete solution 
by self, not many easy to use marketplaces 
of prevalidated apps and components that 
can be reused.

DeepCloud AI’s decentralized cloud 
resource nodes provide the execution power 
/ space for running complex computations 
o�-chain.

Marketplace of pre-validated Applications.

Development tools to jump start 
application development and deployment.

DeepCloud AI’s AI-based resource 
matching does proper matching for 
resources for Network Resource Providers 
and Consumers, close to the location of 
use.

Application developers can focus on the 
core business logic for their application, 
instead of worrying about deploying 
compute resources close to edge device 
and save costs.

Deterministic fast block finality makes the 
solution viable for microtransaction flows.

DeepCloud AI’s DAG based blockchain 
provides support for zero cost, fast 
deterministic transactions, making 
micropayments viable.

All transactions done on immutable 
Blockchain with full traceability.

5.3 Value-Prop for Decentralized Application Developers (IoT, dApps)

Customer Pain Points DeepCloud AI Value Proposition
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Newly decentralized cloud networks (e.g. Storj, Golem, iExec, and so on) have sparked the 
proliferation of decentralized cloud platforms. These platforms o�er a wide range of decentralized 
services and allow for the deployment of decentralized applications in a way that more 
cost-e�cient than traditional vendors (e.g. GAE, AWS, and Azure). They achieve this by providing 
their platform users with decentralized computing, storage and networking resources at a fraction 
of cost by leveraging the idle resources of end-users, private data centers or enterprise 
infrastructure.

Even though, these platforms try to provide a distributed, cheap and reliable cloud computing 
alternative to the existing centralized cloud o�erings, they are hardly providing any tangible value 
to their platform users that really di�erentiate them from the major cloud providers. The question 
is whether we just need more cloud computing platforms, or we seek a tangible added value to 
the users which are not provided by the existing platforms. In DeepCloud AI, we value the 
advances and breakthroughs achieved by leveraging the rich set of AI/ML techniques. And we find 
that the existing centralized and decentralized platforms lack the intelligence in resource 
allocation. More specifically, they do not leverage the rich set of AI/ML tools that could allow them 
to intelligently manage and optimize the resources used by their users. For example, when users 
provision cloud resources to deploy their applications, they usually do not know how much 
resources they are going to need to fulfil their application purposes (or usage scenarios) with the 
lowest cost possible. On the other hand, an AI/ML managed cloud would be able to provide the 
users with smart recommendations based on their requirements and rich set of historical data.

Hence, in DeepCloud AI, we leverage the rich set of academic and industrial experts in cloud 
computing, AI and blockchain technology to aim for filling the gap between traditional and smart 
cloud computing. This is based on a true need that has become very essential for a cloud 
computing platform to exist that gives the users with enough, timely and proactive information to 
improve cloud usage experience and allow them to have better inputs for e�cient 
decision-making. In DeepCloud AI, we aim to satisfy this emerging need by building a cloud 
service that provides various AI/ML wrappers (or interfaces) that make available to our users a rich 
set of information and predictions for them to be able to take better and intelligent decisions.
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All transactions on the DeepCloud AI as processed using Smart Contracts, with full audit trail of 
the transaction on the DeepCloud AI Blockchain.

DEEP Token are used for all transaction payments. DEEP token is ERC20 compliant Utility token. 
Network Resource Providers and Application Marketplace Providers earn DEEP tokens for the 
resources they provide on the DeepCloud AI Platform. Block Miners generate new DEEP tokens 
based on validation tasks they are given by the DeepCloud AI Platform for validating new block 
transactions. And, Decentralized Application Developers, use DEEP tokens for consuming the 
resources to run their applications on DeepCloud AI.

Our consumption model will be thoroughly researched and detailed in a future technical 
showcase as more details of our platform are solidified. As of the ICO, our focus is on ensuring that 
the product MVP is fully functional and our architecture is built. Economic Modelling will be 
brought in later to ensure that all token holders and users will have fair and incentivized 
participation mechanisms.

3rd Party Blockchain 
Auditing

Wallet

Decentralized App
Developer

Seller / Resource
Provider

Reporting Engine

AI Matching Engine

Smart ContractWallet

Figure 4: DeepCloud AI Marketplace
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DeepCloud AI applies the core concepts of blockchain and data decentralized make sure 
DeepCloud AI’s network is operating on a network or people. Desktop Grid Computing technology 
(utilization of nodes) will be implemented on our platform. Data will be managed and processed 
through the nodes that are running on the network, in return node holders will earn DEEP tokens.

Network Resource Providers
 • Network Resource Providers are the people who provide resources to the network and  
 earn DEEP tokens. Network Resource Provider is required to stake (lock) up a certain 
 number of DEEP tokens to run the nodes and o�er the services to the users who require 
  them. This strategy encourages competitions among the network contributors, as 
 DeepCloud AI envision an enterprise-graded service on our platform. The higher the quality 
 of the services of Network Resource Provider, the higher the lock up scale and the DEEP 
 they will earn.

Network Users (Application Developers)
 • Network Users (i.e. Application Developers) are the people who use our services on 
 DeepCloud AI’s platform by spending DEEP tokens, they are the main target audience. 
  There is a large variety of services the platform provides, such as database usage, software 
 usage, and processing power usage. Most importantly, all the customers will be provided 
 with a customizable AI functions when utilizing the computing usage.

Application Marketplace Providers
 • Application Marketplace Providers are the people who provide reusable components for 
 building the decentralized applications and earn DEEP tokens. Application Marketplace  
  Providers are required to stake (lock) up a certain number of DEEP tokens for providing  
 reusable components. The more the number of developers reusing their components, the 
 higher the lock up scale and the DEEP they will earn.

AI controller
 • Each node (network contributor) has a state in the network. The controller assigns each 
 requests (network users) to the nodes. Some requests may have more complexity to run 
 over the network; controller allocate these requests to run on sidechain, or master nodes. In 
 addition, adjusting the scheduling between tasks to make sure that there is no dependency  
 between the current tasks. The  controller saves results, make sure that every request run  
 on the right cluster, work on real time request matching. More details about matching, 
 recommendation in the technical section.
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8.1 DEEP Tokens

DEEP tokens is going to be launched as an ERC-20 tokens in the beginning. Since our 
development is not going to be implement on Ethereum network due to scalability issues, 
DeepCloud AI is going to carry out a ‘transition process’ with the tokens when we have integrated 
with a much faster and scalable blockchain. Nebulas has been selected as the first blockchain. The 
value of DEEP does not represent our development progress; its price is driven and set by the 
market.

There are several usages of DEEP tokens on DeepCloud AI’s platform:
 1. Access to the DeepCloud AI’s network system
 2. Utilize premium features for High-End Users
 3. Payment means by Network Users and Application Developers
 4. Payment method to Network Resource Providers and Application Marketplace Providers

Users can acquire DEEP tokens in three ways for the access of DeepCloud AI platform:
 1. DeepCloud AI’s Initial Coin O�ering Campaign
 2. Cryptocurrency Exchanges
 3. Or by becoming Resource provider, users can earn tokens from the resources they make 
available 
on the platform, which they can use as a user for using other services.

To ensure the liquidity of DeepCloud AI’s DEEP tokens, a certain number of DEEP tokens is 
reserved for all the Cryptocurrency Exchanges and Airdrop events. This way, we can ensure 
Network Users can access our network in a reasonable price and our tokens will not be dominated 
by a certain group of users.

8.2 Revenue Model

DeepCloud AI core service will be free for users. Our revenue will be generated from the intrinsic 
value of the DEEP tokens, with the expansion of the user base. Additional revenue will be 
generated by the network resources provided by DeepCloud AI itself for the infrastructure. In 
future, we also plan to have tiered service model for Enterprise customers requiring higher levels 
of SLAs and Security. Both the Network Resource Providers and Application Developers will stake 
DEEP tokens for using the platform services, thereby have a built-in incentive for honest use and 
promoting the growth of the network.
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The main idea of DeepCloud AI is to build a self-organizing distributed network through AI. 
DeepCloud AI focus on building a distributed cloud infrastructure based on the blockchain instead 
of building a specific service such as unused storage, AI computing platform, or Database as a 
service. Which were applied in Filecoin, DeepBrain Chain, and Bluzelle respectively. 

Many challenges a ect the performance of a decentralized cloud infrastructure. Beginning from 
syncing between nodes, matchmaking algorithm, scheduling criteria, and fair incentives for any 
network contributors. Moreover, load balancing in the network and cost e ective in terms of the 
market supply. 

DeepCloud AI are facing these challenges in di erent architecture levels. The network is built 
using membership protocols, and proof of service to meet user dApps, services, and node 
configurations. The purpose of choosing membership protocol, it allows nodes to discover one 
another, disseminate information quickly, and maintain a consistent view across nodes within 
application cluster. In addition to membership protocols, the AI controller is based on several 
aspects (i.e. sharding, sidechains, matchmaking algorithm, task scheduling, load balancing, etc.). 

The main aspects for the controller is sharding, and sidechains. As the network is self-organized 
and based on the AI. The more information one can get from each node; the better the network 
would be. These functions do the following tasks:

 1. Get node State: Every node in the network share it is state to controller. 

 

 2. Collation Analysis: The main task to get collation from nodes in di erent shards 

 (clusters). 

 

 3. Network analysis: The main purpose is to analysis running smart contracts in the 

 network. What network users do in the network. In other words, what is the current 
 application running in the network. This is reflected to master nodes. 

 

 4. Sidechain analysis: Based on the above step, specific application could run on 

 sidechain, to handle specific issues. It is important to keep sidechains states updates with 
 controller.

As a result, we categorized some applications types into several clusters that could be run in each 
shard in the network like: 
 • Sharing computation power 
 • Multimedia streaming 
 • Storage 
 • IoT Applications  
 • Games 
 • Decentralized Exchange
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Figure 5 Introduces the master node (controller) manage requests to several shards based on 
the network users’ application. Shard A cover computation power application, Shard B for 
Multimedia dApps, etc.

The network consists of three main nodes (Master nodes, network contributor (worker) nodes, 
and sidechains). Master nodes have the controller and more computing power than normal 
nodes. You can consider them as command centers. The master node concept was firstly 
presented in DASH architecture. The Network Resource providers contribute resources which are 
added as worked nodes to the network. These nodes are managed and updated by controller 
according to network users’ requests. At last, sidechains are used for scheduling and handling 
issues in case of any bottlenecks in the network. As seen in figure 2, for on-demand request; 
several parameters are calculated to choose the best node to do the request. Network (worker) 
nodes would be classified into clusters based on the DApp.

Figure 5: Each node shard works on a specific application based on consensus between master nodes.

Figure 6: Each node-color represents a specific application in the network

Shard A Shard B Shard C

Master Node
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9.1 Main Technical Features

9.1.1 Network participants

Network User (Application Developer) 
Network Users (i.e. application Developers) use the on-demand services for running their 
decentralized applications in the distributed network. Every Network User in the platform can 
customize user-services for their applications (like data replication, streaming, encrypting, or 
computation power, hashing) through their user dashboard. In addition, users can select dApps 
from the predefined applications from the Application Marketplace. Based on these 
specifications, a specific gossip protocol will serve this application. 

Network Resource Provider 
On the other side, a Network Resource Providers (contributors) are the people who provide 
resources to the network and earn DEEP tokens. A Network Contributor can share storage, specific 
computation power based on the node configuration in network contributors’ dashboard. And 
using the network resource provider dashboard, contributors can configure nodes in the network 
based on the resources they share. 

Master nodes
Master nodes works as the brain of the network. They have complete visibility into all resources in 
the network. And using DeepCloud AI’s AI Matching Engine the controller, dynamically configures 
and assigns the resources based on real-time analysis. Any consensus in the network would be 
through master nodes (i.e. Measuring network states, network tra�c balance). If any network 
cluster requires additional resources, the allocations would be handled through consensus 
between master nodes.

9.1.2 Fair Incentives 

In any distributed systems, it is challenging to derive bandwidth from Network Resource Providers 
who operates independently. Creating dynamic on-demand incentives based on all peers to 
contribute resources and sharing bandwidth becomes imperative. We adopt peer-wise 
proportional fairness scheme to achieve this objective.

9.1.3 Failure Detection
Network resource providers join the network by sending a request to the platform with the 
detailed node contribution through the dashboard. And they are assigned to the right cluster 
based on the configurations and load in the network. The master-nodes coordinate the network 
ping across the nodes in the cluster and maintain a heart-beat to detect failure conditions. When 
a node becomes unreachable, it is removed from the cluster and all the application jobs running 
on it are automatically deployed onto other worker nodes in the cluster.
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9.1.4 Sharding and sidechains

Sharding is a commonly used in databases to partition very large database into smaller, faster, 
more easily managed parts called data shards. In DeepCloud AI, sharding is an important factor 
for the network performance. It is heavily used in partitioning complex queries in the network to 
make it smaller, and faster in the distributed network.

A global trend in emerging in blockchain/crypto-currency space to build sidechains that tie into 
main chain. The properties of sidechains are di�erent for each project. We use AI to configure and 
adjust the roles for sidechains based on real-time monitoring for the network, and historical data. 
The master nodes for each of the shards are linked with sidechains. Defining the role of the 
sidechains in the network lies on the master nodes, for handling any bottlenecks or other issues 
with the network.

9.1.5 Data Replication and Integrity

DeepCloud AI is building an API for data storage, to make it easier for application developers to 
take backup of their data and integrate with other decentralized storage options. Additionally, we 
are also simplifying the data migration between centralized storage into distributed storage 
system.

9.1.6 Load balancing

The core of the decentralized cloud is based on AI. Real time data is recorded for each transaction 
occur in the network. As mentioned, sharding and resource allocation are dynamically configured 
based on the network status. Moreover, adjusting running services queues with priority to balance 
the network tra�c.
Furthermore, nodes are classified into clusters, if there is an issue in any cluster, master nodes 
manage network tra�c. Usually there are two scenarios: The first scenario, master node use nodes 
from sidechains to handle the load imbalance issue. The second scenario, master node rely on the 
Network Contributors. when network contributor share resources in the network, Network 
Contributors have the option to specify the node for a specific purpose. Alternatively, the nodes 
can be set to dynamic and hence more return. This guarantee that the nodes in the network, would 
be configured based on the network requirements in real-time.

9.1.7 AI Controller & Matching algorithm

A Matchmaking algorithm is a necessity for any distributed system. Further, Decentralized 
applications require many resources close to the source. DeepCloud AI’s AI Matching algorithm is 
based on several parameters including information from network user requests, location of usage, 
network contributors’ states in master nodes. In addition, each masternodes classify network 
contributors into clusters based on services. Every request will be handled based on the service, 
network states, and consensus between masternodes.
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When a network resource provider adds their resource to the DeepCloud AI platform, an agent in 
downloaded and deployed on the server. This agent process collects periodic information about 
the usage statistics for both the server resources and deployed application behavior. The AI 
engine makes it predictions based on this data, using ensemble learning techniques with a 
combination of traditional feature learning linear regression, k-means clustering with expectation 
maximizing algorithms and deep learning algorithms based on time sequence analysis.

9.1.8 Multi-criteria scheduling

DeepCloud AI is based on Proof of Service (PoSe). Masternodes for each cluster schedule tasks 
between nodes in the same cluster and arrange tasks dependency and execution time between 
nodes.

Figure 7: Pipeline for AI Matching Engine
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9.1.9 Security

To address the security needs for Enterprise customers, DeepCloud AI is building a secure layer 
around Intel’s SGX technology. We are also developing selective partnerships with Security 
providers on our Application Marketplace to provide a range of services for di erent types of 
application needs.

For Enterprise customers, DeepCloud AI intends to use Intel SGX based security for providing 
software accreditation that helps make sure DeepCloud code is running on the system without 
compromise. DeepCloud is partnering with Hardware providers to enable this. DeepCloud 
Integrity code is uploaded via the Linux kernel into a seperate Enclave - whose memory is 
protected from the kernel and all other system software. DeepCloud runs the monitoring code in 
user space which calls SGX Enclave code, that itself monitors the integrity of the monitoring code. 
All requests to the DeepCloud backend uses TLS and requires the SGX Enclave code to sign the 
request. Thus making sure the Deep application data that is with DeepCloud is not compromised.

9.1.10 Application Registry

Reusable application components speed up the development cycle for application developers. 
Application Marketplace providers publish their components on the Application Registry which 
makes it easy for developers to search and deploy these components for their applications.
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Several decentralized cloud computing platforms shined last year. Most of these projects do not 
compete with each other but rather complement each other. First, Golem was aiming to become 
the world's first Decentralized Super computer, with an initial vision to attract 3D artists, 
animators, and designers. iExec came after, with vision to create a cloud marketplace for users and 
dApps, built on Ethereum and relying on o­chain computations. At last, SONM shine as an 
alternative work provider through running services in the marketplace. 

DeepCloud AI share’s the same vision of the future of decentralized cloud computing. We believe 
in integration with existing computing resources for existing infrastructure like Storj, Filecoin, etc. 
Meanwhile, we are defining the purpose of each node in the network, to serve in the application 
according to the shared resources. This guarantees fair incentives. On the other hand, we serve 
the decentralized cloud for several purposes (i.e. Sharing storage, running AI codes, data 
streaming, etc). All the nodes in our cloud are configurable and we using our AI Matching Engine 
for proper resource matching between the providers and the application developers (consuming 
the resources).
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The name of DeepCloud AI’s token is DEEP - it is used to access the network system and as a 
payment means by developers and users. The value of DEEP does not represent our development 
progress; its price is driven and set by the market.

10.1 Token Structure

Total Supply: 200,000,000 DEEP

Crowd sale: 40% Majority of our tokens are o�ered for sale, as we believe that token ownership will 
encourage growth of the platform. Our focus will be on ensuring that tokens get into the hands of 
users who are holding

    
   Crowd sale: 40%

Majority of our tokens are o�ered for sale, as we believe that token ownership will encourage 
growth of the platform. Our focus will be on ensuring that tokens get into the hands of users who 
are holding long term, including both institutional funds and public supporters of our project. Our 
token distribution plans will be announced separately once we have a feasible technology 
demonstration. Unsold tokens will be burnt.
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 Development Team: 15% 

This proportion of tokens will be distributed to the development team to o�er incentivized work 
on the project and to ensure vested interest for the long run.

     Advisors: 5% 

Maximum of 5% of token supply will be distributed to attract advisors to work on and be vested in 
our project for the long term.

 Bootstrap Initiatives: 15% 

We have determined that in order for the tokens to be adequately seeded amongst users of our 
eventual platform, we will need to set aside a portion to be used to grow the platform. These 
tokens will not enter the circulating supply on exchanges and will be o�ered directly for usage of 
our platform as an initial growth mechanism.

    Marketing: 5% 

After consulting our advisors, we have determined that in the long run, to maintain constant 
media outreach and to ensure our project remains visible to the blockchain community, a 5% sum 
has been set aside for influencers, media, events, conferences and other non-crucial but necessary 
post-ICO exposure for our project.

     Reserves: 20%
 
We are keeping a 20% amount held in reserve to act as a bu�er against any unforeseen expenses 
or future growth.
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USE OF FUNDS

     Research & Product Development: 55%

It is used to maintain the product development and expand the development team.
    
         Marketing Communications: 12%

Marketing budget is used to attract positive attention and create interests, for example, 
advertising and conferences.

   Indirect Expenses: 10%

It includes cost of o�ces in Singapore and San Francisco, employment-related cost and other 
indirect costs.

       Operations: 10%

It covers the overhead expenses and administrative expenses.

      Contingency: 10%

It will be kept unless there is a necessity to use.

       Contractors: 3%

Third party legal, compliance and accounting contractors to ensure the transparency and 
reliability of operations.
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Token Sale will be issued in three sessions:

• Private Sale (with a bonus of up to 25%)
• Pre-Sale
• Public Sale

Token Sale Information:

• 1 DEEP = $0.25
• Hard Cap = $15 million
• We only accept the following cryptocurrencies as a payment for DEEP Token Sale: ETH
• Unsold tokens will be burned after the ICO
• We will also burn the tokens in the same ratio for all other segments of the pie chart.
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Q1 2018 – Market Study // Concept formation

Q2 2018 - Public Whitepaper // Company formation

Q3 2018 – Huron Release // Private MVP, ICO, DeepTransfer

Q4 2018 – Tahoe Release // Public MVP - IoT, dApps, DeepTransfer Plus

Q1 2019 – Salton Release // Enterprise MVP, DeepChain Testnet MVP

Q2 2019 – Erie Release // Application Marketplace, DeepProperty

Q3 2019 – Yellowstone Release // Scalable Enterprise

Q4 2019 – Falcon Release // DeepChain Mainnet Developer Community, 
   Ecosystem

Q1 2020 – Wheeler Release // Foundation Formation, DeepChain Developer Tools

Q2 2020 – Klamath Release // Global Enterprises

Q3 2020 – Beaver Release // DeepChain Analytics

Q4 2020 – Grenada Release // DeepChain Fraud Prevention Engine

2019

2020

2021
and

beyond

2018 - 2020 3 Years Plan (updated: 02-11-2018)
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Please read this part titled “Risks and Disclaimers” very carefully and in its entirety. If you are in 
any doubt as to the action you should take, you should consult your legal, financial, tax or other 
professional advisor(s). By accessing the information set forth in this document or any part hereof, 
you represent and warrant to DeepCloud AI (“the Company”) that you unconditionally and 
irrevocably accept and agree with the following:

14.1 No viewing in a Restricted Territory

It may not be lawful in certain jurisdictions for individuals, or certain categories of individuals in 
other jurisdictions, to view this document. An individual who wishes to view this document must 
first satisfy himself or herself that he or she is not subject to any local requirements that prohibits 
or restricts him or her from doing so. In particular, unless otherwise determined by the Company 
and permitted by the applicable law and regulations, it is not intended that any o�ering of the 
tokens mentioned in this document (the "Tokens") by the Company should be made, or any 
documentation be sent, directly or indirectly, in or into, countries where participating in Initial Coin 
O�erings are banned due to legal restrictions, and countries sanctioned by the US or countries 
considered as high risk and monitored by the Financial Action Task Force (“FATF”) (each, a 
“Restricted Territory”) and nor should it be accessed by any individual who is a national citizen or 
resident of a Restricted Territory, including corporations, partnerships, or other entities created or 
organized in any such jurisdiction, unless they are exempted from the prohibition against 
participating in Initial Coin O�erings. the Company shall not be responsible for individuals who 
access this document from territories whose laws prohibit such access or where any part of the 
document may be illegal. Such individuals do so at their own risk.

14.2 No Advice

None of the contents of this document constitutes legal, financial, tax or other advice. You must 
conduct your own due diligence and ensure you comply with all local laws regarding 
cryptocurrency, tax, securities and other regulations in your jurisdiction. We encourage you to 
consult with the relevant professional advisors independently.

14.3 Information only

All information is provided without any warranties of any kind and the Company, its employees, 
o�cers and/or advisors make no representations and disclaim all express and implied warranties 
and conditions of any kind and each of the Company, its employees, o�cers and/or professional 
advisors assume no responsibility or liability to you or any third party for the consequence of 
reliance on such information, errors or omissions in such information or any action resulting 
therefrom.

The information contained on this document may contain statements that are deemed to be 
“forward-looking statements”, which are prospective in nature and are not statements of historic 
facts. Some of these statements can be identified by forward-looking terms such as “aim”, “target”, 
“anticipate”, “believe”, “could”, “estimate”, “expect”, “if”, “intend”, “may”, “plan”, “possible”, “probable”, 
“project”, “should”, “would”, “will” or other similar terms. However, these terms are not exhaustive. 
Forward-looking statements inherently contain risks and uncertainties as they relate to events or 
circumstances in the future. Therefore, the information, opinions and forward-looking statements, 
including estimates and projections, in this document in respect of the anticipated roadmaps, 
development and projected terms and performance of the relevant entities, are selective and 
subject to updating, expansion, revision, independent verification and amendment.
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The Company is not making any representation or warranty or undertaking, including those in 
relation to the truth, accuracy and completeness of any of the information set out in this paper. 
the Company also expressly disclaims any obligation or undertaking to update or revise any 
forward-looking statements except to the extent required by law and neither the Company, its 
employees, o�cers or professional advisors make any assurance, representation or guarantee that 
any event referred to in a forward-looking statement will actually occur. Whilst the Company 
intends to fulfil all the goals set out in this document, in case of unforeseen circumstances, the 
goals may change or may not be achieved without any notice to you.

14.4 No O�er

This document is for information purposes only and does not constitute or form, and not intended 
to be, an o�er or solicitation of an o�er to buy or sell, subscribe for, underwrite or purchase any 
form of investment or securities or other financial instruments, nor shall it or any part of it form the 
basis of, or be relied upon, in any way in connection with any contract or investment decision 
relating to the same. No regulatory authority has examined or approved of any of the information 
set out in this Whitepaper. No such action has been or will be taken under the laws, regulatory 
requirements or rules of any jurisdiction.

14.5 No Agreement

This document shall not be relied on to enter into any contract or to form basis of any investment 
decision. Any agreement(s) between the Company and you are to be governed by a separate 
document (“Sale Document”). In the event of any inconsistency between this document and the 
Sale Document, the terms contained in the respective Sale Document shall prevail.

14.6 Advertisement and Distribution

The publication, distribution or dissemination of this Whitepaper does not imply that the 
applicable laws, regulatory requirements or rules have been complied with. This document is for 
general information purpose only and is not an advertisement, nor is it intended to be used to call 
for an o�er on behalf of the Company. Persons to whom a copy of this Whitepaper has been 
distributed or disseminated, provided access to or who otherwise have the Whitepaper in their 
possession shall not circulate it to any other persons, reproduce or otherwise distribute this 
Whitepaper or any information contained herein for any purpose whatsoever nor permit or cause 
the same to occur. Distribution of this document may be restricted or prohibited by law or 
regulatory authority in your jurisdiction. This Whitepaper, any part thereof and any copy thereof 
must not be taken or transmitted to any country where distribution or dissemination of this 
Whitepaper is prohibited or restricted. Recipients should inform themselves of and comply with all 
such restrictions or prohibitions and the Company does not accept any liability to any person in 
relation thereto. No part of this Whitepaper is to be reproduced, distributed or disseminated 
without including this part titled “RISKS AND DISCLAIMERS”.
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14.7 Regulatory risks

The regulatory status of cryptographic tokens, including any digital currency, digital assets and 
blockchain applications is unclear or unsettled in many jurisdictions. The publication and 
dissemination of this document do not imply that any relevant laws, regulations and rules have 
been complied with. No regulatory authority has examined or approved this document. Where any 
relevant governmental authority makes changes to existing laws, regulations and/or rules, or 
where financial institutions make certain commercial decisions, it may have a material adverse 
e�ect and/or impair the ability of any relevant entity referred to in the document to function as 
intended, or at all.

14.8 Disclaimer of Liability

In no event shall either the Company, or any of their respective current or former employees, 
o�cers, directors, partners, trustees, representatives, agents, advisors, contractors, or volunteers 
be liable for any indirect, special, incidental, consequential or other losses of any kind, in tort, 
contract or otherwise (including but not limited to loss of revenue, income or profits, and loss of 
use or data), arising out of or in connection with:

(i) any acceptance of or reliance on this Whitepaper or any part thereof by you;

(ii) any failure by the Company, or any of their its a�liate companies or third party contractors or 

licensors to deliver or realize all or any part of the project described in or envisaged in this 
Whitepaper;

(iii) any information contained in or omitted from this Whitepaper;

(iv) your use or inability to use at any time the services or products or Tokens o�ered by the 

Company,

(v) mistakes or errors in code, text, or images involved in the Token sale or in this Whitepaper; or

(vi) any expectation, promise, representation or warranty arising (or purportedly arising) from this 
Whitepaper;

(vii) the purchase, use, sale, resale, redemption, or otherwise of the Tokens; or

(viii) the volatility in pricing of tokens in any countries and/or on any exchange or market 

(regulated, unregulated, primary, secondary or otherwise);

(ix) any security risk or security breach or security threat or security attack or any theft or loss of 

data including but not limited to hacker attacks, losses of password, losses of private keys, or 
anything similar; and

(x) your failure to properly secure any private key to a wallet containing Tokens.
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14.9 Other Disclaimers

There are risks involved in the technologies relating to the blockchain technology referred to 
herein, the DEEP Tokens, and the Initial Coin O�ering, such as unforeseen bugs, security issues or 
disruptions. By way of the above and other factors not within our control, the entire sum used to 
purchase the DEEP Tokens may be lost.
Despite our best e�orts, the Company may not be able to execute or implement its goals, 
business strategies and plans.
There may be changes in political, social, economic and stock or cryptocurrency market conditions 
and/or there may be no or little acceptance/adoption of the relevant Blockchain system and/or 
DEEP Tokens, such that the relevant Blockchain system and/or the DEEP Tokens become no 
longer commercially viable.
If any provision or part of any provision in this “RISKS AND DISCLAIMERS” part is or becomes 
invalid, illegal or unenforceable, it shall be deemed modified to the minimum extent necessary to 
make it valid, legal and enforceable. If such modification is not possible, the relevant provision or 
part-provision shall be deemed deleted. Any modification to or deletion of a provision or part of 
any provision under this “RISKS AND DISCLAIMERS” part shall not a�ect the validity and 
enforceability of the rest of this “RISKS AND DISCLAIMERS” part.
To the fullest extent possible, the Company shall not be liable for any responsibility, liability, 
claims, demands and/or damages (actual and consequential) of every kind and nature, known and 
unknown (including, but not limited to, claims of negligence), arising out of or related to any 
acceptance or reliance on the information set forth in this document by you.
The disclaimers set out above are not exhaustive.
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